# 2. Ideal metrics for security decision makers

**Actors**

* Criminals
* Users
  + Particulier
  + Bedrijven
* Internet Service Providers
* Internet Security Bedrijven
* Overheid

Wij focussen op de ideale metrics van de laatste 3. Tijdens de feedback sessie is opgemerkt dat het echt op IDEALE metrics gaat. Dus wat zou een actor graag willen weten, ongeacht of we dat zelf ook kunnen bepalen vanuit de dataset.

**Internet Service Providers**

* Aantal te blokkeren IP adressen
* Welke IP adressen te blokkeren
* Vergeleken met andere ISPs, moeten ze veel IP adressen blokkeren?
* Meer sender of receiver?

**Internet security bedrijven**

* Waar komt het vandaan? IP en locatie?
* Wie zit erachter het botnet?
* Zitten er command & control servers in mijn klantenbestand?
* Is het botnet nog actief/veel gebruikt?
* Hoeveel bots?
* Wat wordt er gestuurd?
* Periodes waarin veel extra geblokkeerd?

**Overheid**

* Zelf goed beveiligd?
* Aantal bots actief in mijn land?
* Aantal botnets bestuurd vanuit mijn land?
* Schade veroorzaakt door deze botnets
* Welke landen hebben het op ons gemunt?
* Hoeveel aangiftes worden er gedaan?
* Zit het land boven of onder het gemiddelde?
* Wat is de effectiviteit van de genomen maatregelen?